
Before the COVID-19 pandemic, most respondents found that their leadership viewed 
technology as a way to improve their core capabilities and keep up with competitors.

COVID-19 has shifted how leadership views technology

IT departments have had to adapt to changes caused 
by increased remote and hybrid work models driven by 
the COVID-19 pandemic. While some of the changes 
have been negative, others have been positive.

Are You Embracing, 
or Simply Tolerating 
the New Normal?

Data collection: December 1, 2021 - January 5, 2022 Respondents: 100 technology executives

Pulse and ToriiHQ surveyed 100 technology executives with more than 75% 
SaaS software to find out how the COVID-19 pandemic has impacted their day-
to-day tasks and how their organizations approach IT.

Prior to the COVID-19 pandemic, how did 
your company’s leadership view the role 
of technology within the organization?

Technology was a way to save on costs

6%

Technology was central to 
the organization’s future 

growth and direction 

14%

Technology was a way to 
improve core capabilities  
and keep up with 
competitors 

57%
Technology was an 

opportunity to gain a 
strategic advantage over 

competitors 

23%

0% Other  

This perception of technology as a way to improve core capabilities remains dominant 
today (51%). However, more respondents indicate that their leadership views technology 
as an opportunity to gain a strategic advantage (28%) or as being central to their 
organization’s future growth and direction (17%).

Currently, how does your company’s 
leadership view the role of 

technology within the organization?

Technology is a way to save on costs

4%

Technology is central to the 
organization’s future growth 

and direction 

17%

Technology is a way to 
improve core capabilities  
and keep up with 
competitors 

51%

Technology is an 
opportunity to gain a 

strategic advantage over 
competitors 

28%

0% Other  

Overall, 54% of respondents indicated that their company’s leadership 
views technology differently now than they did before the COVID-19 
pandemic began. 
 
64% of those whose leadership viewed technology as central to the 
organization’s future growth say leadership continues to view it this way.

Visibility of IT has increased, as well as SaaS tool adoption

85% of executives say that the changes induced by the COVID-19 pandemic have 
increased their company’s visibility of IT contributions within the organization. 21% say 
this visibility has increased significantly with IT contributions publicized internally and well 
recognized within the organization, up to the leadership level.

How have the changes from the COVID-19 
pandemic impacted your company’s visibility 
of IT contributions within the organization?

Increased significantly 
IT contributions are 

publicized internally and well 
recognized within the 

organization,with visibility up 
to the leadership level  

21%
Increased moderately 

 IT contributions are more 
visible now than they 

were before the 
pandemic, but not always 

at the leadership level 

64%
Decreased 

IT contributions 
are less visible 

now than before 
the pandemic

1%
Stayed the same

14%

The majority have seen accelerated project timelines (60%) and increased SaaS tool 
adoption (53%) within their IT department due to the pandemic.

How has the COVID-19 pandemic impacted 
your Information Technology department?

Increased our headcount 36%, Increased our security risk 32%, Increased our autonomy 
(able to make decisions without approval from leadership outside the department) 31%, 

Increased our security focus 26%, Other 1%

Increased our SaaS 
tool adoption

Increased our budget 
allocation

Increased our influence 
within the organization

Increased our 
workload

60%

53%

44%

38%

37%

Accelerated our 
technology project 

timelines 

SaaS adoption poses challenges for technology executives

The top methods for measuring the impact of SaaS technology purchased are employee 
satisfaction (61%), onboarding times (55%), and customer expansion/growth (53%).

What metrics does your organization 
currently measure to determine the impact 

of SaaS technology you purchase?

Employee 
satisfaction

61%

Onboarding times55%

Customer expansion/growth53%

Costs50%

Customer satisfaction 49%

Average revenue per user (ARPU) 31%, 
New products release timelines 26%,
Website or mobile app actions from our 
customers (downloads, conversions, 
visitors, etc.) 26%,

Other 0%

We do not measure the impact of SaaS 
technology 7%, 

Executives’ top security concerns with SaaS adoption include Shadow IT and unsanctioned 
applications (69%), offboarding and deprovisioning ex-employees (59%), and remote 
workers exposing data (56%).

What are your top security concerns 
with relation to SaaS adoption?

Offboarding and 
deprovisioning ex-

employees

Remote workers 
exposing data 

Malicious attacks from 
threat actors, such as  

phishing/spear phishing

Other

69%

59%

56%

36%

0%

Shadow IT and 
unsanctioned 

applications

41% of executives say challenges with SaaS spend visibility & optimization as a result of the 
COVID-19 pandemic have had the largest impact on the way their organization operates.

Which of the following challenges as a result 
of the COVID-19 pandemic has had the largest 
impact on the way your organization operates?

SaaS spend visibility & 
optimization 

41%
Vendor selection & 

management 

18%

Employee onboarding and 
offboarding

15%

Managing SaaS spend and contract renewals

4%

Compliance & security

2%

Shadow IT discovery and 
application portfolio management

20%

Unsanctioned applications and exceptions to security 
protocols are common, with few utilizing SaaS management

More than half of respondents (52%) say the main reason they have unsanctioned 
applications is due to individual users purchasing their own solutions. More than a third 
(36%) identify individual purchases by line-of-businesses made without IT knowledge as 
the main reason for their unsanctioned applications.

Unsanctioned applications are defined as 
applications which are used outside the permission 

or knowledge of the IT department. What is the 
main reason behind your unsanctioned applications?

0% Other  

We don’t have 
any unsanctioned 

applications

5%

Shadow IT/individual 
users purchasing their 
own solutions 

52%

Line-of-business making 
individual purchases 

without IT knowledge

36%

Free Trials/
Product-led 

growth

7%

0% Other  

55% have made exceptions to their security protocols for SaaS applications.

Have you made exceptions to 
your security protocols for any 

of your SaaS applications? 

I’m not sure6%

No39%

Yes55%

Why were those exceptions to your 
security protocols made? (n = 55)

The security protocols are not 
always followed due to user error 

4%

Time considerations - 
security protocols took too 

long for a tool that was 
required immediately

16%

The SaaS application was 
adopted outside of the IT 
department’s purview 

80%

0% The security protocols 
are not always followed due 
to lack of training

80% of those who made exceptions did so because the SaaS application was adopted 
outside the IT department’s purview.

Almost all executives (90%) say their organization uses identity access management or 
single sign-on to reduce exposure to security threats. Only 16% use SaaS management for 
this purpose.

Which of the following tools are you 
using within your organization to 

reduce exposure to security threats?

Firewall / Antivirus / Anti-
Malware/Spyware

Security access / Cloud 
Access Security Broker 

(CASB) (Such as Netskope)

SaaS Management (such 
as Productiv, Torii, 

Bettercloud)

Other

90%

70%

61%

16%

0%

Identity Access 
Management / Single Sign-

On (SSO) (Such as Okta, 
Google)

Most are spending more time on valuable work with the 
shift to remote and hybrid arrangements 

With the shift to remote or hybrid work, 42% of respondents spend more time on non-
valuable work, but 45% spend more time on valuable work.

In light of the COVID-19 pandemic, how has the 
shift to remote or hybrid work impacted your daily 

activities in terms of value to the organization? 

The same 
amount of time 

is spent on 
valuable work 

and non-
valuable work 

We spend more time 
on valuable work 
and less time on 
non-valuable work

45%

We spend less time on 
valuable work and more 

time on non-valuable work 

42%

0% Other  

Most executives consider management and control of the organization’s tech stack and 
leading innovation to support business growth as valuable tasks, with 58% rating these 
tasks as 4 or 5 on a scale of 1 to 5.  
 
About 1 in 10 respondents rate SaaS compliance and risk mitigation, measuring ROI of 
SaaS tools, and improving IT spend management below 3.

Please rate the activities below in terms of 
how valuable they are to the organization, 
with 1 being lowest and 5 being highest.

1 or 2

Lead innovation in 
order to support 
business growth

SaaS compliance & 
risk mitigation 

Measure ROI of 
SaaS tools

SaaS Renewal 
Management

Reduce waste

Reduce IT workload 
by automating 

manual processes

Supporting new hire 
onboarding and 

offboarding

Improve IT spend 
management

Predicting IT 
expense and budget 

forecasting

(for example by eliminating 
unused licenses or by 

consolidating duplicate / 
similar SaaS application) 

13%

5%

3%

11%

10%

9%

6%

7%

9%

10%

2%

37%

39%

41%

38%

50%

47%

46%

47%

50%

62% 36%

40%

44%

47%

48%

41%

52%

48%

58%

58%
Manage and control 
the tech stack of the 

organization

3 4 or 5

The number of SaaS applications in use is expected to 
increase, with most planning to improve processes or deploy 
a SaaS management tool to handle this surge 

94% of respondents expect the number of SaaS applications their organization uses to 
increase over the next two years. Most plan to manage this increase by improving 
processes (69%), evaluating or deploying a SaaS management tool (64%), or increasing IT 
headcount (50%).

Does your organization plan to do any of the 
following to accommodate an increase in SaaS 

applications over the next two years?

Evaluate or deploy a SaaS 
Management tool 

Increase IT headcount

We do not have a plan to 
manage the increase in 

SaaS applications

We don’t expect the 
number of SaaS 

applications we use to 
increase

69%

64%

50%

17%

6%

Improve processes 

0%Other

89% of respondents label IT as one of the biggest buyers of SaaS applications in 
the organization. 

Who in your organization 
is the biggest buyer of 

SaaS applications? 

IT Procurement Line of 
business

Individual 
teams 

Other 

89%

50%
44%

15%

0%

Respondent Breakdown

North America 100%

Region

Company Size

VP

28%

23%

Director

C-Suite

49%

Title

501 - 1,000 
employees

10,001+ 
employees

1,001 - 5,000 
employees

5,001 - 10,000 
employees

59%

13%

22%

6%


